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REQUIREMENTS 

 Windows Operating System 

Windows (XP , Vista , 7, 8 ) (32/64 Bit) 

 USB Ports 2.0/3.0 

 CD/DVD Drive 

 .NET Framework 2.0 or higher 
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INTRODUCTION 

                 As a computer user we come across 

many situations where data protection is important 

eg: Projects, Personal Data, (if shop or office then 

Database). Suppose a person wants to use our 

PC/Laptop , we used to hide our data and give them. 

But this is not protection, everybody knows how to 

unhide and access the data. If someone gets access 

to our data then what? It can be misused !! This 

application is the best way to protect your data from 

theft and also it eliminates virus problems. It can be 

used for offices, schools, colleges, institutes, home 

etc. It Only controls your Mass Storage Devices 

whereas your USB Peripheral Devices will work 

normal including USB Mouse, Keyboard, Webcam 

etc. Additionally it includes a Registry Disabler which 

helps in disabling Registry so No one can access 

your registry where your URC password is stored !! 

 
NOTE 
 
• Only Administrator can run this software. 
• Please DO NOT Forget The password, Kindly 
remember it or note it down 



Features 

 

• Freeware : URC ACCESS MODES is 100% 
freeware. Free to use. 
 
• Windows Platform : Supports Windows XP , Vista 
Windows 7 , 8 both 32 & 64 bits. 
 
• Control USB Devices : Enable/Disable , Read Only 
USB Mass Storage Devices including PenDrives, 
External Hard Disk etc where as Peripheral Devices 
like USB Mouse , Keyboard etc will work normally. 
 
• Control CD/DVD Drive : Enable/Disable CD/DVD 
Drive. 
 
• Control Windows Registry : Enable/Disable 
Registry to prevent unauthorized access to registry, 
 
• Password Protected : URC ACCESS MODES is 
password protected so to make any changes 
password is required. 
 
• Easy to Use : Due its friendly Interface it is easy to 
use 
 
• Portable : It is portable No setup is required 



Functions 

 

•  USB Full Access : USB Mass Storage Drives will 
work normal. 
 
•  USB Read Only : Copying Data from Pen 
Drives/External Hard Disk will be accessible but we 
cannot copy any data to Pen Drives or External Hard 
Disk. 
 
• Disable USB : USB Mass Storage Devices 
including Pen Drives/External Hard Disk or Memory 
Card will NOT be accessible. 
The system will not detect them. But we can use 
USB peripheral Devices (USB Mouse , Keyboard , 
Webcam) it works fine 
 
• Enable Regedit : Windows Registry will be 
accessible. 
 
• Disable Regedit : Windows Registry will NOT be 
accessible. 
 
 
 
 
 



Functions (Continued)  

 
• Enable CD/DVD Drive : CD/DVD will be 
accessible. The system will detect it. To use this 
feature Restart is Required. 
 
• Disable CD/DVD Drive : CD/DVD will be NOT be 
accessible. The system will NOT detect it. To use 
this feature Restart is Required. 
 
• Password : This will prevent unauthorized access 
to the software. 
 
    • Remove Password : To Remove Password Fill 
current password field and leave other fields blank 
and confirm to save the changes. 
 
    • Change password : Fill current password field, 
then new password and confirm to save the 
changes.  
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 SCREENSHOTS (CONTINUED) 

 WINDOWS REGISTRY DISBALED 

 

 

 

 ONLY ADMIN CAN ACESS THIS SOFTWARE 

  

  

  

   

 

 PASSWORD PROTECTION 
 

 

 

 

 

 

              

THANK YOU 


